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1. Introduction 
Technology touches every aspect of our lives. From the electronic doors in supermarkets to the cars we drive and the clothes we wear, technology affects us all. Dialysis machines save lives and televisions provide us with our entertainment. It is almost impossible to imagine a world without it. This is reflected in the development of a new literature in the social sciences; that is, an analysis of the information society, the information economy and now the information polity. The information polity has resulted in hundreds of studies about the new technologies and their current and potential effects. As early as 1976, Daniel Bell began to stress its importance in post-industrial society.  It has since been argued that it is so essential, that post-Fordist society could not operate without it. That is, just as production line technology was essential in the development of Fordism, information technology and communication systems are necessary for the development of post-Fordism. 
Many of the studies on the information technology revolution reiterate similar speculative points. However, as Marien (1989: 657) suggests, "unfortunately, no effort has been made to collect all of these forecasts, assessments, speculations, and warnings to determine what is known and not known, identify areas of agreement and disagreement, and establish the range of proven policies that might be pursued. Ironically, in the midst of an inchoate revolution in communication technology, this relatively simple act of communication between researchers and responsible policy-makers has not occurred".

As a response to the existing shortage of research, this paper aims at contributing to the existing literature in political and administrative sciences by investigating how the information and communications technology revolution (hereafter “information polity”) may affect politics and government in the future. Although the study does not subscribe to technological determinism, it is enthusiastic, since the IT-related transformation has emerged in many fields. This enthusiasm is tempered, however, by the concern that the information polity may have a dark side.

The rise of information polity in the last four decades has given way to a number of recurrent questions that reduce to a string of polarities and contradictions: What will this polity favor more: 

· Open or closed systems? 
· Inclusive or exclusive communities? 

· State or society? 

· Big or small government?

· The public or the private sector? 

· Individuals or organizations?

· Decentralization or centralization? 

· Privacy, or security and surveillance? 

· Freedom or authority? 

· An enhanced democracy or new forms of totalitarianism? 

The literature is divergent on this issue and offers evidence in many different directions, but no definitive answers. Most of what has been thought about such questions appeared in writings in the 1970s and early 1980s when the so-called “cold-war” had not ended, and with few exceptions, recent writings provide little additional clarification or insight. New research would help, therefore, particularly if it were conducted carefully in the knowledge that we may be in a confusing transitional phase. Indeed, some of today's trendier optimistic points (for example, the information revolution empowers individuals, favours open societies, and portends a worldwide triumph for democracy...etc.) may not hold up as times change. 

The best answer may ultimately be "all of the above" depending on the situation and the society affected by the new technology. Open as well as closed types of states may continue to arise. Centralized and decentralized institutions may flourish in the same government. Furthermore, complex and hybrid patterns may occur. For instance, decision-making capabilities in some governments may become more centralized and more decentralized at the same time. In any case, these are good questions, and they are relevant to a discussion of the notions of “cyber-politics” (Ronfeldt, 1992: 2), cyberocracy” (Ronfeldt, 1992: 1) and “informatised bureaucracy” (Ateş: 2002). However, the scope of this article is limited to a crucial question: “Whether the information polity may favour democracy or totalitarianism”. 

2.  Exploring the Divergent Literature: The Optimistic and Pessimistic Views
2.1. The Optimistic View: A Chance for an Enhanced Democracy

Democracy, as popularly expressed, is 'government of the people by the people for the people', and commonly implemented through representatives chosen regularly and frequently by the combined and equal vote of all competent adults. Democracy is based on the assumption that no class of people has the right to dominate other classes. It reflects the renaissance conception of mankind, whereby each individual should have the opportunity to access and interpret for themselves the ideas of other people, …and should have the scope for self-determination and self-fulfilment” (Clarke, 1994: 4).
A large number of analysts have been optimistic that the information polity should strengthen democratic tendencies. This optimism generally has three bases. 

First, it is argued that the new technology is spreading into more and more hands around the world. Thus, no country or regime will be able to isolate itself from the information polity; nor will it be able to centrally control the technology or the people who use it. The "Big Brother" system described in George Orwell's 1984 novel will not be possible because of the spread of information among many hands.

Second, as a result of improved access to information resources, the presumably smaller, weaker actors would be able to compete on more equal terms with bigger, stronger actors. Power would accumulate more to individuals than to institutions, as suggested by Drucker (1989: 55): "the universal availability of electronic libraries, with their power to organize and select information, means that individuals can compete with organizations and organizations can compete with the state on more equal terms". Gilder (1989: 346), too, stresses the same point: "the power of entrepreneurs using distributed information technology grows far faster than the power of large institutions attempting to bring information technology to heel. Rather than pushing decisions up through the hierarchy, the power of microelectronics pulls them remorselessly down to the individual”.

Third, the "open" societies of the world seem better suited than the "closed" societies to take advantage of the new technologies and respond to the challenges they pose to established concepts of national sovereignty and governance. Moreover, information and communications flows appear to be a powerful instrument for compelling closed societies to open up. Recent events in China, Iran and to a lesser extent Central Asian Republics have provided exciting evidence for the democratizing effects of the information polity. Arguably, so long as the general strategic aim of the foreign policy in the West is the demise of hard- line authoritarian systems, policymakers in the democratic world are well advised to expect that the diffusion of the new technologies will speed the collapse of closed societies and favour the spread of open ones (Bankes and Builder, 1992).

Fourth, the Internet's technical features have resulted in a culture very different from that on hierarchical nets. It provides a space in which imaginations have substantial freedoms. Some people use those freedoms to create new services and products; others to experiment with self-expression and group-experiences; some as a 'cybernetic' analogue to psychotropic drugs; and some just to distribute pornography or racist materials. Nor are the boundaries between these activities always clear-cut. Although it seems, at first glance, ironical that the internet was sponsored by the United States military complex, the irony here is more apparent than real. “Systems which support military operations cannot risk the fragility of centralization, but rather demand robustness and resilience, and therefore redundancy. Moreover, aero-space-defense R. & D. is dispersed across vast numbers of universities and private sector research laboratories. It then seeks to complement competition by collaborative interaction among individual researchers and among potential research partners. To retain its technological and intellectual leadership, it was essential that the U.S.A. avoid the temptation to sustain centralized, authoritarian topologies; and to its credit it knowingly spawned a dynamic, world-wide, democratic network laboratory” (Clarke, 1994: 4-5). 

However, the fact that the new technology can help to sweep aside old types of closed regimes does not necessarily mean that it will also make democratic societies more democratic or totalitarian regimes impossible. The technology may have different implications for post-industrial societies than it has had for industrial and less developed societies. This account takes us to an account of the pessimistic view on the effects of information polity over the state and society as a whole.

2. 2. The Pessimistic View: The Dark Side of the Coin

A longer view of history provides little assurance that the new technology favours democracy. Perhaps, a historical example would help to better understand the first point of those with a more pessimistic stand. Centuries ago, the invention of the printing press enabled liberal democracy to emerge: "With the arrival of the printing press, the dikes holding back the low of information broke. The great increase in the circulation of knowledge stimulated the generation of additional knowledge in an explosion that echoes to this day. By democratizing access to recorded information, the printing press set in motion the spread of literacy and education, literature and the arts, science and technology, and commerce and industry that led to the industrial revolution and the creation of democratic governments serving at the will of an informed populace” (Levien, 1991: 210). In other words, the printing press was a key technology enabling the Renaissance, the Protestant Reformation, the end of feudalism, the rise of modern science and capitalism, and the colonial expansion of the European Empires to the New World and Asia (Beniger, 1986). However, the printing press and later technologies, such as radio and telephone, did not stop arising new and ever worse forms of autocracy. Although these technologies contributed to the demise of the old monarchies and the broadening of popular participation in politics at the first stages of the process, these same technologies were turned into tools of propaganda, surveillance, and suppression that enabled dictators to seize power and develop totalitarian regimes. The fascist regimes of the 1930s and 1940s and the communist regimes of later decades are the prime examples. This fact brings us to take the caution that we should not dismiss the possibility of the use of rising information technology for anti-democratic purposes in the future. In other words, there is no reason for history not to repeat itself in any time. 
Jacques Ellul (1990: 76) extends the argument and brings a second dimension to the pessimistic view by insisting that technology, far from being neutral, is fundamentally "guilty". It is bound to generate harmful effects that are inseparable from its beneficial effects: "This is why all the dissertations on autonomy (individual and institutional), decentralization, personalization, the growth of liberty, the opening up to small groups, and democratization thanks to new technologies--and these dissertations have multiplied infinitely over the past few years--are absolutely futile and inconsistent. For they ignore the feature which is intrinsic to the very being of technique: its irrepressible ambivalence."  

Third, existing evidence for the above concerns has appeared in the conduct of politics in Western Countries. Despite initial hopes that "electronic democracy" and "tele-democracy" (Caldow, 1997) would increase popular participation and government responsiveness, mainstream analysts have continued to worry that the new technology may be used to undermine democratic practices. Observations to this effect were made in the early 1980s by Neustadt (1985): "A wave of new technology will transform campaigning, political organizing, news coverage, lobbying, and voting. Some of these changes may make campaigning less costly and bring decision-making closer to the people. But the greatest impact may be to fragment our politics, narrowing people's perspectives, shifting more power into special interest groups, and weakening the glue that holds our system together."  

With the development of "narrow casting networks" tailored to suit small audiences, many people may end up knowing less (Ronfeldt, 1992). Worried that power has been shifting from the political parties to narrow interest groups, such authors as Neustadt (1985: 564-567) raised the now widespread concern that the new technologies will further dilute the fragile glue of the parties and of public identification with broad ideas.

Fourth, to some other analysts, the key concern is its effect on government administration. The potential dark side is captured in studies warning about the emergence of a "computer state" (Burnham: 1983), a "dossier society" (Laudon: 1986), and a "surveillance society" (Gary Marx, cited in Ronfeldt, 1992) that may limit personal liberty. These studies show that the new technology may facilitate the monitoring and surveillance of people on the job and elsewhere, the amassing and merging of enormous statistical data banks for profiling individuals and their activities, and the restriction of access to "strategic" and "secret" information. After all, the U.S. government has more data on its citizens than any totalitarian government has on its citizens (Ronfeldt, 1992). Furthermore, the cultures of many Asian nations are quite suited to authoritarian regimes. For instance, under China's strongly authoritarian political system, it is unlikely that IT will be applied in any way other than to bolster existing relationships between its citizens and the state. Also, there are elements of high-social-efficiency applications of IT in such nations as Singapore. Likewise, many Asian countries have shown especial interest in vehicle monitoring systems. 

Such authors as Burnham, Ronfeldt and Laudon suggest that there may be a tendency towards powerful, enterprising actors to use the new technology in ways that may limit if not jeopardize individual freedom and knowledge. According to Burnham (1983: 234), cheap computing power makes it easy to amass "transactional information" on individuals; such as records of phone calls, credit payments, medical and criminal histories in huge databases, and transmit them anywhere. Instead of empowering the individual over the institution, these databases and networks favour "the growing power of large public and private institutions in relation to the individual". The result is likely to be the abuse of individual rights, and "a gradual drift toward authoritarianism" that is subtle because of "a lack of obvious villains" in our democratic system. There are good examples for this tendency in many Western countries. For instance, Scandinavian countries lead the way with their social welfare systems and the heavy dependence of their citizens on the state. Denmark's citizen register is a model for authoritarian regimes everywhere, and a looming export success. Other countries are keenly adopting proposals to use IT to constrain the populace, by such means as identification cards (variously for football fans, patients, and the public in general), and the integration of data systems between government agencies, and between countries within and beyond the European Union. However, it would be necessary to note here that the problem to guard against is not only the "abuse" of "personal information" by public sector agencies, but also its "use" by the private sector for marketing, investigative, and other purposes.

Fifth, although yesterday's concerns had revolved mainly around such issues as database capabilities, widespread computing began to raise additional concerns for the future. Weiser (1991: 104) warns of the possibility that "hundreds of computers in every room, all capable of sensing people near them and linked by high-speed networks, have the potential to make totalitarianism up to now seem like sheerest anarchy. Just as a work-station on a local-area network can be programmed to intercept messages meant for others, a single rogue tab in a room could potentially record everything that happened there".
Sixth, more doomed visions by less moderate thinkers raise spectres of "technological terrorism" (Jacques Ellul) and "friendly fascism" (Bertram Gross) being imposed with velvet gloves (Ronfeldt, 1992). Ellul's point is subtle. In his view, the entire, optimistic, uncritical "discourse" about the new technology, and the pervasive insistence that people must become conformed to it, represent a form of "terrorism which completes the fascination of people in the West and which places them in a situation of ... irreversible dependence and therefore subjugation" (Ellul, 1990: 384),  In his analysis, a new "aristocracy" is leading people to believe that a computerized society is inevitable, and that they have no choice but to give way to it. "The ineluctable outcome is dictatorship and terrorism. I am not saying that the governments that choose this as the flow of history will reproduce Soviet terrorism. Not at all! But they will certainly engage in an ideological terrorism" (Ellul, 1990: 386-387). The irony in this suggestion is that people are being led to think the technology will enhance their freedom, when in his view it is bound to limit their freedom. 

Unlike the other critics represented here, Gross (1980) does not focus on information technology. Yet its potential uses for surveillance and control undergird many concerns he raises: "[T]he means of control over this great mass [of technology] has been developed to such a degree that centralized systems can keep tabs on incredible amounts of information over long sequences of widely dispersed and decentralized activities." (Gross, 1980: 51). Gross's work reflects standard socialist concerns that big government and big business in the advanced capitalist countries collude to the detriment of society. Nonetheless, his concept of "friendly fascism" contributes to this study by suggesting that the information polity may, in time and in some places, give rise to political systems and practices that purport to be democratic but are not. 

3.  How to Reconcile the Opposite Views? : Viability of a Possible Co-existence of Various Tendencies
A great portion of people in the Western World perceive democracy as the highest achievement of centuries of political evolution. Moreover, many authors, such as Francis Fukayama (1992), also believe that evolution favours democracy as its leading edge and strongest contender. Both beliefs may well be valid. 

Nonetheless, the long history of human being's political progress from tribes and city-states (through theocracies, monarchies, and empires) to the creation of modern nation-states and republics, with their modern bureaucracies and political parties--has not yet given rise to either democracy or totalitarianism as a final political outcome. Democratic, authoritarian, and totalitarian tendencies have occurred and vied for dominance at every stage. Thus, some monarchies provided people more individual freedom and protection under the law than did others. And in recent decades the United States and the Soviet Union coexisted as the democratic and totalitarian archetypes of the modern bureaucratic state and party system. 

Moreover, across the centuries of political evolution, with each passing stage, the span between democratic, autocratic, and totalitarian possibilities has grown wider. There was less difference between the milder and harsher monarchies of the middle ages than between the capitalist and communist systems of recent years. 

The development of information polity may fit with this historical trend. Information polity, far from favouring democracy or totalitarianism, may make possible still more advanced, more opposite, and farther apart forms of both. In the United States and other countries where democracy has deep roots, the information polity may render up new instruments and opportunities for ordinary citizens to exercise their freedoms, improve their ways of life, make political choices, and protect their personal interests. But elsewhere the tools of the information polity may give a state apparatus and its rulers powerful new means of control over their citizenry, with an official ideology determining what information is allowed. 

Perhaps the leading edge of history does favour liberal democracy (Fukayama, 1992). Yet behind that edge, regimes that are anti-democratic, authoritarian, and totalitarian have kept cropping up, especially where a charismatic leader is able to generate public consensus in favour of tyranny. The conditions under which such regimes arise often include irrevocable desires to catch up to a more advanced and powerful country, to spread one's own influence abroad, to resist if not defeat an external enemy, to counter a threat to internal control, to have a regime that imposes order and simplifies what people should think and do following a period of disarray and information overload, and simply to remain in power. Such conditions still exist in many places today. The inequality of socioeconomic conditions around the world, the vigour of many national, religious, ethnic, and other rivalries, the interest of many regimes in exploiting technology to exert their power at home and abroad, and the vulnerability of many peoples to charismatic leaders, all continue to make it likely that in more than a few places, perhaps especially in the Third World, ruling elites and their security forces will use the new information technologies for anti-democratic purposes. 

For example, events in China since the demonstrations in Tiananmen Square confirmed that exposure to the information technology is politically risky for a totalitarian regime. However, these events also showed that such a regime can learn to exploit the technology (Ronfeldt, 1992). Meanwhile, an allegedly democratic country, Singapore, is making the most determined effort in the world at the informatisation of all parts of society (Gurbaxani, et al, 1990: 155). As this trend develops, however, the concern of undemocratic controls is rising. 

There is no assurance that the information polity will favour glasnost and democracy in the long run. Although the Cold War may be over and liberalism may be carrying the day in many places, totalitarianism may be far from finished. The advent of information technology may help us realize how fruitful democracy can be in countries like the United States. Yet it may also mean that we have yet to see how thorough totalitarianism can be, as the post-2001 events have showed in the same country. Far from favouring democracy or totalitarianism, the new information-led bureaucracy may facilitate more advanced forms of both. 
It seems likely to foster further divergence as convergence, and divergence has been as much the historical rule as convergence. In the past, the divergence principle was most evident between countries. In the future, another possibility is that the principle may increasingly apply within countries. The information polity may enable hybrid systems to take form that do not fit standard distinctions between democracy and totalitarianism. In these systems, part of the populace may be empowered to act more democratically than ever, but other parts may be subjected to new techniques of surveillance and control. 

4. Information Technology and the Changing Nature of Political and Economic Philosophies
Another important issue in the discussion about the impacts of information polity upon governance and society is the fact that the information polity is constantly leading to new political and economic philosophies and ideologies. The development of computers, robots, artificial intelligence, and now artificial life has led many thinkers to ponder the philosophical, ethical, and psychological implications for man's place in the universe, the concept of the self, the distinction between man and machine, and the nature of the mind, intelligence, and life itself (Penzias, 1990).  One good example can be found below:

"We have seen the computer begin as a mere instrument for generating ballistic tables and grow to a force that now pervades almost every aspect of modern society. In an important sense, it has already transcended its status as a mere tool to be applied to specific tasks. It has become a symbol, indeed a source, of questions that were in earlier times asked only by theologians and philosophers but which have now, in part because of the role computers and computations play in the world, attained immediacy and urgency." (Weizenbaum, 1980: 434).
Writings in these philosophical areas have raised questions of freedom and power; for example, whether man will be the master or the slave of the new technology, and whether it will liberate or isolate man as a social being. But many such writings seem theoretically abstract, and lack clear import for political and economic philosophy. In general, scientists, philosophers, and social theorists do not seem to recognize yet neither what to make of the information polity nor the key forces behind the design of information systems, even though some recognize it may have profound implications (Ronfeldt, 1992). To clarify this point, it would be necessary to offer a conceptualisation of how values, assumptions, and individual actions contribute to create a system for information technology use. The figure below (developed by Geiselhart, 1998) tries to do this:
Figure 1: Values as key forces behind the design of information systems
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The political content of many philosophical discussions still reflects terms of debate inherited from the industrial era and the rise of the nation-state. It may be argued that the information polity will affect the philosophical bases of society, among other concerns. But the terms are usually adaptive. Information is viewed as a factor that may cause adjustments and modifications in prevailing forms of philosophy and ideology, but not an entirely new system of thinking about politics and society. 

In addition, there is a substantial literature that focuses on the effects of the new technology and the information factor on capital and labour. However, while many analyses recognize that the technology may foster economic and social change, there has been a tendency to view it as just another capital-intensive, labour-saving technology in a long line of such technologies (e.g., Ronfeldt, 1992; and Simon, 1980). Thus pro-capitalist writers herald the potential benefits for economic efficiency, productivity, profit, and competition, while their critics emphasize potential costs such as job displacement, unemployment, and the exploitation, dehumanization, and alienation of the worker. In the 1970s and 1980s, before the tide rose against socialism, this literature provided arguments over whether capitalism or socialism was more likely to be strengthened by the new technology (e.g., Fukayama, 1992), and which of the two systems would be more capable of maximizing the benefits for people and society. 

Nevertheless, if the information polity proves as powerful as its key theorists and enthusiasts expect, it is bound to change the nature of the philosophical concepts to which we are accustomed. Today's political labels, such as capitalism, socialism, liberalism, totalitarianism, democracy, autocracy, may prove wholly inadequate for the thinking and ways of solution for the problems of near future.

5. Conclusions 
In conclusion, pessimist and optimists present very good arguments for and against the continuing development of information and communication technologies. For the pessimists, information needs to be dealt with sensitively to prevent issues relating to data privacy making their way onto the political agenda. They warn against the dangers of 'big brother' as discussed in the Orwellian nightmare. On the other hand, optimists argue that information polity paves way for reducing bureaucracy, for flattening hierarchies and for saving time and money.

Having reviewed major points of view on both actual and possible effects of IT on governance and society, it is now easier to give a more or less thorough answer to the question we presented at the outset (will the information polity favour democratic or authoritarian and totalitarian tendencies?).
Although at present the information technology seems to strengthen democratic forces around the world, a dark side of IT (totalitarian option) should still be taken into account. In other words, while the information polity may enhance the prospects for peaceful, democratic progress and prosperity under some conditions, it may also enhance the prospects or conflict under other conditions. These are to suggest that technology is value-free, neutral, or apolitical. What technology does is widen the range of possibilities within a particular context. As Daniel Bell points out (cited in Ronfeldt, 1992: 9), "the new revolution in communications makes possible both an intense degree of centralization of power, if the society decides to use it in that way, and large decentralization because of the multiplicity, diversity, and cheapness of the modes of communication". 
The effects of IT, whether positive or negative, depend on the context. The new technology, like the old, may induce some cultural and political change, but it may also enable a given system to further refine the political structures that are most acceptable to its culture, which may not be democratic in the Western sense. A research on how the new technology may affect local government in US (Dutton, 1982: 109-130) supports the view that “communications and information technologies as malleable political resources that are most often designed and used in ways that follow and reinforce the existing structure of power". Depending on the context, especially what kinds of leaders are in power, the new technology is capable of facilitating change or stability. Its inherent ambivalence makes it supple. In short, the existence of democracy does not assure that the new technology will strengthen democratic tendencies and be used as a force for good rather than evil. The new technology may be a double-edged sword even in a democracy. 
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